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§121.14

§121.14 Incident response.!!

(a) An individual or entity required
to register under this part must de-
velop and implement a written inci-
dent response plan.!2 The incident re-
sponse plan must be coordinated with
any entity-wide plans, kept in the
workplace, and available to employees
for review.

(b) The incident response plan must
fully describe the entity’s response pro-
cedures for the theft, loss, or release of
a select agent or toxin; inventory dis-
crepancies; security breaches (includ-
ing information systems); severe
weather and other natural disasters;
workplace violence; bomb threats and
suspicious packages; and emergencies
such as fire, gas leak, explosion, power
outage, etc. The response procedures
must account for hazards associated
with the select agent or toxin and ap-
propriate actions to contain such agent
or toxin.

(c) The incident response plan must
also contain the following information:

(1) The name and contact informa-
tion (e.g., home and work) for the indi-
vidual or entity (e.g., responsible offi-
cial, alternate responsible official(s),
biosafety officer, etc.);

(2) The name and contact informa-
tion for the building owner and/or man-
ager, where applicable;

(3) The name and contact informa-
tion for tenant offices, where applica-
ble;

(4) The name and contact informa-
tion for the physical security official
for the building, where applicable;

(5) Personnel roles and lines of au-
thority and communication;

(6) Planning and coordination with
local emergency responders;

(7) Procedures to be followed by em-
ployees performing rescue or medical
duties;

(8) Emergency medical treatment
and first aid;

(9) A list of personal protective and
emergency equipment, and their loca-
tions;

11 Nothing in this section is meant to su-
persede or preempt incident response re-
quirements imposed by other statutes or reg-
ulations.

12Technical assistance and guidance may
be obtained by contacting APHIS.

9 CFR Ch. | (1-1-10 Edition)

(10) Site security and control;

(11) Procedures for emergency evacu-
ation, including type of evacuation,
exit route assignments, safe distances,
and places of refuge; and

(12) Decontamination procedures.

(d) The plan must be reviewed annu-
ally and revised as necessary. Drills or
exercises must be conducted at least
annually to test and evaluate the effec-
tiveness of the plan. The plan must be
reviewed and revised, as necessary,
after any drill or exercise and after any
incident.

[70 FR 13284, Mar. 18, 2005, as amended at 73
FR 61331, Oct. 16, 2008]

§121.15 Training.

(a) An individual or entity required
to register under this part must pro-
vide information and training on bio-
safety and security to each individual
with access approval from the Adminis-
trator or the HHS Secretary before he/
she has such access. In addition, an in-
dividual or entity must provide infor-
mation and training on biosafety and
security to each individual not ap-
proved for access by the Administrator
or the HHS Secretary before he/she
works in or visits areas where select
agents or toxins are handled or stored
(e.g., laboratories, growth chambers,
animal rooms, greenhouses, storage
areas, etc.). The training must address
the particular needs of the individual,
the work they will do, and the risks
posed by the select agents or toxins.13

(b) Refresher training must be pro-
vided annually.

(c) A record of the training provided
to each individual must be maintained.
The record must include the name of
the individual, the date of training, a
description of the training provided,
and the means used to verify that the
employee understood the training.

[70 FR 13284, Mar. 18, 2005, as amended at 73
FR 61331, Oct. 16, 2008]

13For guidance, see the CDC/NIH publica-
tion, ‘‘Biosafety in Microbiological and Bio-
medical Laboratories.”” This document is
available on the Internet at htip:/
www.aphis.usda.gov/programs/ag _selectagent/
index.html.

828



		Superintendent of Documents
	2014-09-02T20:23:06-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




